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CoBpeMeHHBII MUP CTAIIKUBAETCS C PACTYIIMMH yTpO3aMH B 007a-
CTH KHOEepOe30MacHOCTH, YTO 0OYCIOBICHO HE TOJBKO YBEIMUCHUEM
yucia kubeparak, HO ¥ 3BOJIOIUEH METO/IOB, UCTIOIb3YEMbIX 3JI0Y-
MbIUIeHHUKaMu. MckyccTBeHHbIi nHTETeKT (M) cTanoBUTCS Bak-
HBIM HHCTPYMEHTOM KaK JIJISl aTaKyIONUX, TaK U IS 3aIIUTHAKOB, YTO
C03/1aéT HOBBIC BBI30BHI U BO3MOXKHOCTHU B 3TOH cepe. B ycnoBusx
MTOCTOSTHHOTO Pa3BUTHS TEXHOJIOTUN HEOOXOIUMO M3Y4IHUTh, Kak NN
MeEHSET JTaHadT KHOEepyrpo3 U Kakkue Mepbl MOT'YT OBITh ITPEIIPH-
HSITBI JIJIS1 3aIUTHI OT HUX [1].

AKTyaITbHOCTB paccMaTprUBaeMOro BOIpoca 00ycIIOBIIeHa HE TOIb-
KO YBEJIMUCHHUEM YHhcia KuOeparak, HO ¥ HEOOXOJUMOCTRIO aarnTa-
LMY CYIIECTBYIOUINX CUCTEM 3alIUTHI K HOBBIM BbI30BaM. B ycioBusax
robanm3anuu ¥ nu(poBU3aIH YKOHOMUKH, BOTIPOCH KHOEP3aIHThI
CTAHOBSTCS KPUTHYECCKU BAKHBIMH JUIsl 00eCIIeUeHHs 0€301MacHOCTH
JaHHBIX U UHPPacTPyKTypsI [2].

Brusnue uckyccmeennozo unmeniekma Ha kubepyeposwl. Tpanc-
Gopmayus kubepyepos 6 snoxy MU, IHTeINeKTyaIbHbIE CHCTEMBI CY-
IIECTBEHHO M3MEHUJIM IOJX0] K Kubepyrpo3am. Bueapenue MU no-
3BOJISIET 3JIOYMBIIIIJICHHUKAM aBTOMaTH3UPOBATh U YCKOPSATH aTaKH, HC-
TT0JTE30BaTh MAITMHHOE 00yUEHUE IS ITOMCKA YSI3BUMOCTEH B CHCTEMAax
WM pa3padarhiBaTh COBEPIICHHO HOBBIC METO/IbI Bo3/eiicTBus [3]. Tak,
paHee OOJBIIMHCTBO aTaK MPEACTABISLTH COOOH PYYHBIE OTIEPaITiH, HC-
X071 U3 OlpeieNIEHHBIX clieHapueB. B ycnoBusix MU 3moymbllieHHUKH
CO3/IA0T aBTOMATU3UPOBAHHBIC CUCTEMBI, CITOCOOHBIC aIalTUPOBATHCS,
MEHSTh TAKTHKH U OOXOANTH TPATUIIMOHHBIE CHCTEMBI 3aITUTHI [4].

CoBpeMeHHbIe KHOepaTaky MEePEKUBAIOT 3HAYUTEIBHYIO SBOJIFOLINIO
Onaromapsi BHEIPCHHUIO TEXHOJIOTUH UCKYCCTBEHHOTO MHTEJICKTA U aB-
TOMaTH3aIMHA. DTH N3MEHEHHS ITOBBICHUIIN YPOBEHD CIIOKHOCTH U Mac-
mTad yrpos, 9to TpeOyeT HOBOTO MOAX0/a K MCCICIOBAHHUIO U MepaM
10 00eCIIEYCeHUI0 0E30IIACHOCTH.

HUcnonvzosanue U ons asmomamusayuu amax u macuimaobupo-
sanue amax. VIV MO3BOJSET 3IIOYMBINIEHHUKAM aBTOMAaTH3HPOBATh
MHOTHE acIeKTHI Ipoliecca araku. Hampumep, cucTeMbl MOTYT aHaJIH-
3WPOBATH JAHHBIE O T[EJIEBOI CETH WIIH CHCTEME, BBISBIISA YI3BHMOCTH
1 METOJIBI TOCTYIIa O3 KaKOTO-THO0 BMEIIATEeIbCTBA YEIIOBEKA:
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— cOop nHGOpMaLUK: 3T0YMBIIUICHHUKHA MOTYT UCTIosb30BaTh MU
U cOOpa OTPOMHBIX 0OBEMOB JaHHBIX M3 MyOJUYHBIX HCTOYHHKOB,
COLMANIBHBIX CETeH M APYTHX MIaTdopM, YTOOBI CO31aTh AETATU3HPO-
BaHHbIE IPOQUIIN CBOUX LICJICH;

— aBTOMAaTHYECKOE TeHEPUPOBAaHHE aTaK: Ha OCHOBAHUHU COOPAHHBIX
JTAaHHBIX MOKHO aBTOMAaTHYECKU T€HEpUpOBaTh NMEPEKPECTHBIE aTaKH,
aJlanTHUpys UX B peajJbHOM BPEMEHM Ha OCHOBE IOJyYeHHOW MH)Op-
MaIli’ O TIeJIeBOH cucteme [5].

ABTOMaTH3auus JaéT BOZMOKHOCTD MPOBOJUTDH aTakd B OOJBIINX
MacmTadax. TO MOKET MPOSIBISATHCS, HAIPUMED, B BUJE MACCOBBIX
DDoS-atak, rie nHCTpYMEHThI, OCHOBaHHBIC Ha 0aze MU, moryT aB-
TOMaTHYECKH aJalTHPOBAThCS K MepaM 3alluThl. Takue ataku MOTYT
OBITh BBITIOJIHEHBI UEPE3 CETH OOTOB, KOTOPBIC aBTOMaTHUECKHU pacIpe-
JIETSIFOT HArpy3Ky ¥ BBIOMPAIOT I1eNeBbIe IardopMsl Jyis araku. Kpome
TOT0, C IOMOILIBIO aBTOMATH3UPOBAHHBIX CPEACTB MOJKHO OBICTPO U3MeE-
HATH [P-afpeca u MeTOIBI aTaky, YTO 3aTPYAHAET UX OJOKHPOBKY [6].

T'enepayus guuwuneosvix amax. OUIIUHT CTAHOBUTCS OoJiee U30-
mpéuabiM Onaropapst MU, Pa3zpaboTanHble alnropuT™Mbl MOTYT aHaJIU-
3UpOBATh 1IEJIEBBIE KAMIIAHWH, HCIIONIB3Ys IICHXOTPaMMBI XKEPTB, YTO
MTO3BOJISIET CO3/1aBaTh BHICOKOBEPOATHBIE (DaJIbIIMBHIE CBHJIAHUS WU
UIEKTPOHHBIE UChbMa. KiTtoueBble acleKThl TaKuX aTak:

— TapreTUpOBaHHE: aBTOMATU3NPOBAHHBIE CHCTEMBI MOTYT H3y4aTh
MOBEJICHUE TI0JIL30BATENICH M HA OCHOBE cOOpaHHON MH(OpMAIINK Te-
HepHUpOBaTh Hanboee MOAXOAANINE (PUITUHTOBBIE CCHUIKH MU CO-
00IIIEeHHS;

— nepconanu3anus: OUITUHT CTAaHOBUTCS OoJiee IeJeHanpaBieH-
HBIM 32 CU€T CO3/IaHUsI IEPCOHATM3UPOBAHHBIX COOOLICHUH, KOTOPbIE
MOTYT BBOJIUTb I0JIb30BATeNCH B 3a0J1yK/I€HHE U 3aCTaBISITh UX IIepe-
JaBaTh aKKayHTHI U JINYHbIE TAHHBIE.

Emerging threats ¢ kubepnpocmpancmee. Ananuz asmomamusupo-
8anHbIx amak ¢ ucnonvsosarnuem MH. C pazsutuem MU kubepyrposbt
CTaHOBATCS O0JIee CIIOKHBIMA U aJalITUBHBIMUA. ABTOMAaTU3NPOBAaHHBIE
ataku, ucnons3ytonie MU, npegocrapisioT 370yMbIIIIIEHHUKAaM HO-
BbIC BO3MO)KHOCTH JIJIs IPOBEICHUS aTak B Oosee MacTaOHOM U 3¢-
(bextuBHOM (hOopMmare.
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370yMBIIUICHHUKH HCHOJB3YIOT aITOPUTMBI MAILIMHHOTO 00y4eHHUs
JUTSl aBTOMATH3AIIUH ITPOIIECCOB, KOTOPBIE pPaHee BBIMOIHSIINCH BPYyUHYIO:

— aHaJIM3 ysA3BUMOCTEN: cucteMsl Ha ocHoBe M MoryT aBTOMaru-
YECKH CKaHMPOBATh MPUIIOKEHHS U CETH HAa HAIMYKE U3BECTHBIX Ys3-
BHMOCTEH, YTO 3HAYUTEIHHO yYCKOPSAET MPOIECC HAXOXKIEHUS CIa0bIX
MECT B CHCTEMAX;

— oOpaboTtka Oompmux naHHbX: M Moxer aHanm3upoBarb 00Ib-
e 00bEMBI TAHHBIX O IIMTMOHCKUX aTakaX, HAIMOHAJIBHBIX H MEXKIY-
HapOJIHBIX HE3aKOHHBIX CXEMaX U CO3/1aBaTh HOBbIE TAKTUKU HA OCHOBE
paHee yCremHbIX MeTo0B [7].

Cuctemsl Ha 6a3e U criocoOHBI a1anTHpOBaThCs K HOBBIM YCIIOBH-
sM. Hanpumep, W3HauanbHO CIUIAHUPOBAaHHAS aTaka MOXKET U3MEHHTh
CBOIO TaKTHKY B 3aBUCHUMOCTH OT PEAKLUU CUCTEMbI O€30MaCHOCTH.
OTO nenaeT Takue aTaku HeMpeICKa3yeMbIMH U CIIOKHBIMH T 0OOHa-
pyxeHus. Pa3paboTka «yMHBIX» BHPYCOB, KOTOPBIE MOTYT JBOJIIOIH-
OHHUPOBATh, YTOOBI OOXOANTH 3ALIUTY U U3MEHSITH CBOU CBOMCTBA Ha
JIETY, TIOTHUMAET YPOBEHb YTPO3bI.

Hcnonvzosanue MU ons1 06x00a cucmem 3auumot. CACTEMBI 3aIIIH-
ThI, IPU3BaHHBIC PEIOTBPATUTD aTaKU, TAK)KE CTAHOBSITCS MUILIECHBIO
Juist UYL, 4to BEAET K BCTPEUHOMY IPOLECCY — 3JI0YMBIIIJIEHHUKH HC-
OJIL3YIOT CBOM TEXHOJIOTUH JIJIsl BX 00xona [8].

Ob6gycrayus amax. VI mo3BoS€ET 3710yMbILUIEHHUKAM IPUMEHSTh
TeXHUKN 00(hyCKaIluy Kosia, TEM CaMbIM 3aTPY/IHSS €r0 aHaJIN3 aHTHBU-
pycamH U cucTeMaMU OOHAPyKEHHUS BTOP)KEHUH. DTO MOXKET BKIIIOUATh
HCTIOJIB30BaHUE MOTMMOP(HHOTO KOAA, KOTOPBIA MEHSIET CBOIO CTPYK-
Typy NpH KaXXJIOM 3aIyCKe, WIH CKPBITYIO Mepeady JaHHbIX depe3
JIETUTUMHBIC KaHAJBI [9].

3M0yMBILIIICHHUKN TaKXKe SKCIIEPUMEHTHPYIOT C HCIIOIb30BAaHHEM
UMW st co3nanusi TAKTUYECKHUX ITYTOB M 00XO/I0B, KOTOPBIE MOTYT
OTIEPaTHBHO OIPEAETSATh, KAKHE CUCTEMBbI 3aIUThl aKTUBHBI H KaKHUM
0o0pa3oM oHM paldOTaloT, MOCJIE YEro MOACTPauBaTh CBOM aTakK IS
MaKCHMaJIbHON Pe3ylbTaTUBHOCTH. DTa TaKTHKA JAET BO3ZMOXKHOCTH
aTaKyIOLIUM OCTaBaThCs JJINTENBHOE BpeMsl He3aMEUeHHBIMU.

B nomonHeHne K TEXHMYECKUM METOJaM, 3J0YMBIIUICHHUKH BCE
yauie ucnoip3ytor MW s npuMeHeHrs colMaibHbIX MaHUITYJIALUH.
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Ymenne MU renepupoBath TEKCT, KOTOPBIH OyAeT BHI3BIBATH TIOBEpHE
y TOJIb30BaTEIICH, JiejaeT (PUITMHIOBBIC aTaku ropasio oonee 3 dex-
TuBHBIMH. Co31aHue YOeXKIAoIuX CLeHApHeB, OCHOBAaHHBIX Ha aHa-
JIM3€ LeJIeH, SIBMIseTCs emé OMHUM IPUMEpOM Hctonb3oBanust MU st
00X0/1a CUCTEM 3alLUTHI.

Memoowr sawumet, ocnosannsie na UU. Buisasnenue anomanuii.
OnHnM 13 HanOoJee akTyalbHBIX mpritoxkernii ML B kubepoOesoriac-
HOCTH SIBJISIETCS CTIOCOOHOCTH BBISIBIISITH aHOMAJTUH B CETEBOM Tpauke
1 TI0JIb30BaTENICKOM MOBEICHHU. MoJIeT MallnHHOTO 00y4YeHus 00-
Y4YarOTCsl HA HCTOPUYECKHUX JTaHHBIX, YTO MO3BOJISIET UM PACIIO3HABATh
HOPMaJbHO TIOBEJEHNE CHCTEMBI U OIPENEIsITh aHOMAJINHU, KOTOPHIE
MOTYT CUTHAJIU3UPOBATh O BOSMOYKHBIX aTakax:

— METOABI KJIAaCTePU3aLlU: aJIrOPUTMBI, Takue kak K-means u
DBSCAN, MoryT rpynnupoBarh JaHHBIE, BBISBISASL OTKIOHEHHS OT
MIPUBBIYHBIX MATTEPHOB. DTO MO3BOJISIET OOHAPYKUBATH OTEHLIUAIIb-
HBIE YI'PO3bl Ha PAaHHEM 3TaIle;

— METOABI KJIacCU(UKAIUH: KIaCCU(UKAITMNOHHBIE MOJIENH, TaKHe
KaK CIly4allHBIH JIeC ¥ ONMOpPHBbIE BEKTOPHI, MOT'YT OLICHUBATh aKTHB-
HOCTb KaK HOPMAJIbHYIO WJIH MOJO3PUTEIbHYIO, YUNTHIBAasI MHOXE-
CTBEHHBIE ITapaMeTphlI.

HUnmezpayus UHU 6 cywecmsyrowue cucmemul 6ezonacnocmu. Co3-
JaHue THOPUIHBIX CHCTEM, KOTOPBIE COUETAIOT B ce0e TPaAULINOHHbIE
METO/BI 3aIIUTHl 1 MTHHOBAIIMOHHBIE pemeHus Ha 6aze VU, aBnsercs
KJIIOYOM K YCHEIIHOM ajanTaluu K HOBBIM yrpo3aM. DTO MO3BOJISET
opraHuszanysmM Haubosnee 3pPEKTUBHO HCIIOIB30BATh PECYPCHI U TO-
BBIIIIATh YPOBEHb 0€30TIaCHOCTH:

— MHTErpanys pasInyHbIX PELIeHUH: CUCTEMBI, BKIIIOYAIOIINE KaK
TpaJULMOHHBIC CPEICTBA (aHTMBHUPYCHAs 3alluTa, (acpBoibl), TaK U
pemenus Ha 60aze MM (ju1s aHAM3a M BBISBIIEHUS yTPO3), obecredn-
BalOT 00JIee KOMIUIEKCHBIN MOAXO0A K KHOep3aluTe;

— MOJAEPIKKA TUHAMUYECKON 0€3011aCHOCTH: THOPHIHBIC PELLICHNUS
MOTYT aJanTUPOBaThCA K TEKYIUM YCIOBHUSIM, 0OeCIieurBas 3aIuTy
Ha HECKOJIBKUX YPOBHSX.

Buwiasnenue sakonomepnocmetl. AHanu3 OOJIbIINX JaHHBIX TO3BOJIS-
€T BBISIBIISTH CJIOKHbBIE 3aKOHOMEPHOCTH B ITOBEICHUH TTOJIb30BaTeNei
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U ceTeBbIX aHoManusaX. CUCTEMbI aHall3a MOTYT 00padaThiBaTh MO-
TOKOBBIC JIAHHBIC B PEaIbHOM BPEMEHH U MPEIOCTABIIATh aKTYaIbHYIO
“HG(OPMAIIHUEO JUISI IPUHSITHS PEIICHUI:

— 00paboTKa B peallbHOM BPEMEHU: HHCTPYMEHTBI TOTOKOBO# 00pa-
00TKH naHHBIX, Takue Kak Apache Kafka nim Apache Flink, mo3sosnsitor
OCYIIECTBISITh MOHUTOPHHI CETEBOTO Tpa(uKa B peaIbHOM BPEMEHH,
BBISIBIISISL YTPO3BI JIO TOTO, KAK OHU CTAHYT KPUTUICCKHMHU;

— HEMpepbIBHOE O0yYEHHUE: UHTErPpalisi METOI0B MAIIMHHOTO 00-
YYCHUS C aHAJUTHKOM OOJBIIUX JIAaHHBIX CO3MaéT Oojiee aJlanTHBHbBIC
CHCTEMBI 3aIUThI, KOTOPBIC MOTYT YYUTHCS HA HOBBIX JIAHHBIX U YITyU-
1IaTh CBOU aJITOPUTMBI.

Pexomenoayuu u cmpamezuu 0 ynyuuerus 3augumol. Onmumu3sa-
Yusi Cyuwecmsylouux cucmem ¢ yuémom Hogulx yepo3. Opranu3ausim
HEO0XOIUMO PETYJISIPHO IepecMaTpUBaTh U OOHOBJISATH CBOU ITPOTO-
KOJIbI 0€301aCHOCTH, YTOOBI OHU COOTBETCTBOBAIIM TEKYIIEMY COCTO-
SIHUIO YTPO3:

— HEPUOIUYECKHE ayTUThl 0€30IIACHOCTH: PETY/ISIPHbIC ayIUThI 110~
3BOJISIT BBISIBUTH CJIA0BIE MECTa B CYIIECTBYIOIICH HHPPACTPYKTYpE U
MPEIOKHUTE MEPHI 10 UX YKPETUICHHIO;

— OOHOBJICHHE MPOrPAMMHOIO 00ECIICUCHNUS: HOBOBBE/ICHUS B KH-
Oep3amuTe TPeOYIOT HE3aMEMIUTEIIBHOTO OOHOBIICHUSI BCEX KOMIIO-
HEHTOB CHCTEMbI, BKJFOUAsl OMEPAIMOHHBIC CUCTEMBbI, TPHUIOKEHUS,
(haepBOJIBI 1 AHTUBHUPYCHI.

J1J1s IOBBINIEHUS YPOBHS O€30IIaCHOCTH OPraHU3aI[Mi MOTYT HHTE-
IPUPOBATH AITOPUTMBI MAITMHHOTO OOYYEHUS B y)KE CYIIECTBYIOIIUC
CHCTEMBI 3alIUThI. DTO IO3BOJIMT:

— aBTOMaTU3MPOBATh MOHUTOPUHT U PEArUPOBAHUE: MHTEIUICKTYab-
HBIC CUCTEMbI MOTYT OTCIIC)KUBATD PA3ITMIHBIC AKTHBHOCTH M ABTOMATHYIe-
CKH ITPUHUMATh MEPHI B CIydac 00HAPYKEHHS YIICP)KUBAIOIINX (haKTOPOB;

— aHaJU3UPOBATh ¥ 00padaThIBaTh OOJBIINE OOBEMBI TAHHBIX: BHE-
npenrie ML B cucteMbl 6€30MaCHOCTH TIOMOTaeT 00padaThiBaTh U aHa-
JIN3UPOBATh JJAaHHBIC, I03BOJISASL BBISIBIIATH YIPO3bl OBICTPEE U TOUHEE.

OOyueHue 1 TIOBBIIIIEHUE OCBEIOMIIEHHOCTH TIEPCOHAIA TIO0 BOTIPO-
caMm KuOepOe30MacHOCTH UMEIOT peliarolee 3HaYeHUe JIsi ONTHMH-
3aI[AN 3aIUTEL:
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— TIporpamMMbl 00yUYCHHUS: PEryasipHOe 00ydeHHE COTPYAHUKOB IO
BOIpocaM Kubep0e301acHOCTH, QUIIMHTA M COI[MANIbHBIX aTak MOMO-
raeT 3allUTUTh OPraHU3alUI0 OT MHOTHX YTPO3;

— CO3JJaHHUE KYJIBTYpbI 0€3011aCHOCTHU: Ba’KHO PAa3BHUBAaTh B OPraHU3a-
LUSX UPPOBYIO KYIBTYPY, TIle KOKIbIi paOOTHUK CTAHOBHUTCS YaCThIO
cHCTEMbI 0€30MaCHOCTH.

Paspabomra nogvix no0xo0os k kubepszawume. CoBpeMEeHHBIC KH-
0epyTpo3sl TPEOYIOT OT OpraHU3alui THOKOCTH U aIallTUBHOCTU:

— cO3JlaHue aJlalTUBHBIX CHCTEM O€30MacHOCTH: 3TH CUCTEMBI
JIOJKHBI OBITH CIIOCOOHBIMM pearnpoBaTh HAa U3MEHEHHUS B YCIIOBHAX
yIpo3 ¥ aBTOMAaTHYECKH OOHOBIISITH CBOM METOIBI 3aIUThI;

— HCTIOJIb30BaHUE «YMHBIX» (DaepBOJIOB: pa3pabOTKa M BHEAPEHHE
poIBUHYTHIX (paepBosioB Ha 6aze MM, koTOpbIe ClIOCOOHBI aHAIN3HU-
pOBaTh MOBECHUE MOJIb30BaTENCH U aIalITUPOBATHCS K HOBBIM CXeMaM
arax.

Pa3paboTrka mporpaMMHOro odecrnedeHust 1 HHQPACTPYKTYPHI C
yu€TOM 0E30MaCHOCTH C CAMBIX MEPBBIX ATAINIOB CO3JIAHHS MO3BOJIUT
MUHHMHU3UPOBATH YSI3BUMOCTH:

— HHTerpaiys 0e30MacHOCTH B IIPOIIECC Pa3pabOTKH: 3TOT IpoLece
BKJIIOYAET B ce0s1 OIIEHKY 0€30MacHOCTH U 00ecreueHe TeCTHPOBAHUS
MPUIOKEHUH Ha PeajbHbIX YSI3BUMOCTSIX;

— mudpoBaHUe JTaHHBIX: IPUMEHEHHE METOI0B N(POBAHUS PU
repeiaue U XpaHeHUH JaHHBIX CTAHOBUTCS 00sI3aTeNIbHBIM, YTOOBI 3a-
LUIMTUTH HHPOPMAIHIO OT HECAHKLIIMOHUPOBAHHOTO JIOCTYTIA.

Co3nanue 1 nojziepKanue COTPyAHUYECTBA MEKAY OpPraHU3alHsIMH
Y IPaBUTEIHCTBEHHBIMH CTPYKTYpaMH MOYKET 3HAUUTEIIHHO YITyUIIUTh
3aIUTy OT KHOEePyrpo3:

— 00MeH JaHHBIMHU 0 0€30MaCHOCTH: co3/1aHue TardopM Uit oome-
Ha HHpOpMAIei 0 KuOepyrpo3ax MoKeT MOMOYb OBICTPO pearupoBaTh
Ha HOBBIE HaNlaJICHHs U MPEJOTBPAIIaTh UX PACIPOCTPAHEHHUE;

— CcO3/aHKE KOATMINI: (POPMUPOBAHHUE KOATHLINH, O0BETUHSFOLINX
pa3In4YHbIe OpraHU3aIMH JIJIsl COBMECTHON pabOoThl HaJI MTOBHIIIEHHEM
YPOBHsI 0€301IaCHOCTH B OTPACIIH.

byoywee xubepbesonacnocmu 6 ycnosusix MHU. bynyiiee Oyner B
3HAUYUTEILHOMN CTEIeHU ONPEeNIATHCSI BOZMOXKHOCTSIMHI UCKYCCTBEH-
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HOTO MHTeekTa. Oxwumaercs, aro texaonorun UM Oyayt mpomon-
JKaThb UTPaTh KIIOUEBYIO POJIb KaK B aTaKkyIOUINX, TaK U B 3aIIUTHBIX
nerctBusx [10].

Pa3paboTka mpoaBHHYTHIX cHcTeM 3amuThl Ha 6a3e MU Oyner mpu-
JlaBaTh OOJIbIIE THOKOCTH U APPEKTUBHOCTH:

— IPOTHO3UpPOBaHKE aTak: ucnoaszoBanue MU ns nporuosuposa-
HUS BO3MOXKHBIX aTaK M YS3BUMOCTEH TOMOXKET OpTaHN3aIlUsIM 3apaHee
MIPUHUMATH MEPHI TIPEAO0CTOPOKHOCTH;

— aHanu3 ceteBoro tpaduka: MM Oyner aHanu3upoBaTh OOJIbIINE
00BeMBI ceTeBOro TpaduKa ISl BRISIBICHHS aHOMAJIHH B peallbHOM
BpPEMEHH.

C pazsuruem texHonoruiit UM HeoOXonumo ynensth BHUMaHue 3TH-
YECKUM H IOPUINYECKUM acIlleKTaM MPUMEHEHHS NCKYCCTBEHHOTO HH-
TEJUIeKTa B KHOepOEe30MacHOCTH:

— COOTBETCTBHE 3aKOHOAATENILCTBY: OPraHU3ALNHU JOJKHBI CIIETUTh
3a COONFOZICHNEM 3aKOHOB M PEIIaMEHTOB, KACAIOIIMXCS 3aIIUTHI JaH-
HBIX U UCTIONb30BaHus U,

— ITHYECKHE HOPMBI: pa3paboTKa CTaHAAPTOB M MPHUHIIMIIOB HC-
nons30BaHust 1M MoxeT moModb B TpeoTBpaIieHuH TOTEHITHATEHBIX
3JI0yTIOTPEOICHHUA.

C KaXXIbIM TOIOM KHOEPYTPO3bI CTAHOBATCS BCE OOJIee CIOKHBIMU U
Pa3HOOOPa3HBIMH, YTO B 3HAYUTEIHLHON CTETIEHH CBA3aHO C BHEIPCHHU-
em texHonoruit M. 3noymeimuiennuky ucnonb3yioT MW nis aBroma-
THU3AIMU aTaK, CO3JaHus aJalTHBHBIX METOIOB 00X0/a CUCTEM 3alllu-
THI ¥ MAHUTYJIAIIAN JAHHBIMHE, YTO TTOJHIMAET YPOBEHb ONIACHOCTH U
YCIIOXKHSET 00ph0Oy ¢ Kubepyrpo3amu. B To jxe BpeMs, 000HbIC TeX-
HOJIOTMH OTKPBIBAIOT HOBBIE TOPU3OHTHI JJI 3alIUThl — OPraHU3aLUU
Tenepb MOTYT IPpUOeraTh K MOIIIHBIM HHCTPYMEHTAM aHaN3a JaHHbIX,
00yueHHsI Ha UICTOPHYECKHUX MHIIUICHTAX H aBTOMATH3aI[H ITPOIIECCOB
OoOHApY>KEHUS M PearupoBaHus Ha YTPO3bI.

OnucaHue NpuMeHeHUs reHepaTuBHON Moenu. Bo Bpems noa-
TOTOBKHU ITOH CTaTbu MBI Uctonb3oBasn 9at-00T ChatGPT B 00béMe
TpEX 3ampoCoB I ToNydeHus HHQopMaunuu 00 MCIOIb30BaHUU HC-
KYCCTBEHHOTO HHTEJIIEKTA JJIs1 00X0/1a CHCTEM 3aIlIUThI N3-32 JKeITaHUs
yKa3aTh B CTaThe BCE MMeloluecs crnocoosl. [locie ncmnonp3oBaHus
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3TOTO 4aT-00Ta MBI MEPECMOTPEIH U OTPEAAKTUPOBATIH KOHTEHT IO
Mepe HeOOXOIUMOCTH 1 OepéM Ha ceOs MOJIHYH0 OTBETCTBEHHOCTD 3a
CoJIepKaHUE OITyOJIMKOBAHHOM CTaThH.
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